Mind The Way – Record-Keeping and Storage Policy
1. Purpose
The purpose of this policy is to ensure that client records at Mind The Way are created, stored, and managed in accordance with ethical, legal, and professional standards. Proper record-keeping supports continuity of care, accountability, and compliance with AASW standards, Privacy Act 1988 (Cth), and other relevant Australian legislation.

2. Principles
· Confidentiality: All client records are confidential and accessed only by authorised personnel.
· Integrity: Records must accurately reflect clinical work, client progress, and relevant communications.
· Security: Records are stored securely to protect against unauthorised access, loss, or damage.
· Retention: Records are retained for the legally and professionally required period.

3. Types of Records
Mind The Way maintains the following records for each client:
1. Intake and Consent Forms: Including informed consent for therapy, telehealth, and any recordings.
2. Session Notes / Case Notes: Documenting therapy sessions, interventions, goals, and client progress.
3. Correspondence: Emails or letters relevant to client care.
4. Risk and Safety Assessments: Including crisis management or safety plans.
5. Billing and Financial Records: Receipts, invoices, and payment confirmations.
6. External Referrals / Reports: Documents shared with other health professionals with client consent.

4. Record-Keeping Standards
· Accuracy & Objectivity: Notes should be factual, professional, and free from personal bias.
· Timeliness: Records are to be updated immediately after sessions or as soon as practically possible.
· Clarity: Notes should be legible, clear, and concise.
· Confidentiality: Avoid including unnecessary personal identifiers beyond what is essential for care.

5. Record Storage
Physical Records:
· Stored in locked cabinets in secure, access-controlled areas.
· Only authorised staff have access.
Digital Records:
· Stored in secure, encrypted cloud-based practice management systems or password-protected devices.
· Regular backups are maintained in line with best practice.
· Systems comply with Australian Privacy Principles (APPs).

6. Access to Records
· Clients have the right to request access to their records, in line with the Privacy Act 1988 (Cth).
· Requests are documented and processed in a timely manner.
· Staff access records only when necessary for client care or practice management.

7. Retention and Disposal
Retention Period:
· Clinical records are retained for 7 years after the last service provided, or until the client turns 25 for clients under 18, whichever is longer, in line with AASW guidelines and state/territory regulations.
Disposal:
· Records are securely destroyed when no longer required (e.g., shredding physical records, secure deletion of digital records).
· Disposal is documented, noting the date, method, and staff responsible.

8. Breach Management
· Any unauthorised access, loss, or disclosure of client records must be reported immediately to the director.
· An incident record will be maintained, and clients notified if their privacy has been compromised, following APP 11.
· Corrective actions will be implemented to prevent recurrence.

9. Staff Responsibilities
· All staff must read and comply with this policy.
· Staff receive training on record-keeping, privacy, and security as part of onboarding and ongoing professional development.
· Non-compliance may result in disciplinary action.

